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Ten kurs prowadzony przez wykfadowcéw oferuje
praktyczny, kompleksowy przeglad tego, jak wdrazac,
administrowac i zarzadza¢ agentami Microsoft 365 Copilot i
Copilot w Srodowisku korporacyjnym. Obejmuje
podstawowa architekture i przeptyw danych Copilota —
gdzie prompty opieraja sie na danych Microsoft Graph w
obrebie granicy ustugi Microsoft 365 — oraz wyjasnia
licencjonowanie, dostep i kontrole administracyjne
dostepne w centrum administracyjnym Microsoft 365.

Uczestnicy uczg sie konfigurowa¢, testowac, publikowac i
zarzadzac agentami za pomoca narzedzi Copilot Studio i
Power Platform, w tym dystrybucji w Teams, aplikacjach
Microsoft 365 i kanatach internetowych.

Szkolenie wprowadza réwniez zasady odpowiedzialnej Al
Microsoftu oraz pokazuje, jak stosowa¢ wbudowane
regulacje moderacji, bezpieczenstwa i polityk do kierowania
zachowaniem agentow.

Na koniec kurs obejmuje kluczowe mozliwosci
bezpieczenstwa danych w Microsoft Purview — etykiety
wrazliwosci, DLP, audyt, eDiscovery, zarzadzanie ryzykiem
insider oraz ochrone adaptacyjng — a takze monitorowanie
wykorzystania Al i zabezpieczanie interakcji
przegladarkowych z aplikacjami Al

e}
Odbiorcy szkolenia

Kurs ten jest przeznaczony dla:

e administratoréw IT,

e specjalistéw ds. bezpieczenstwa i zgodnosci,
e tworcéw Power Platform
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¢ decydentdw technicznych odpowiedzialnych za wdrazanie, zarzadzanie i zabezpieczanie agentéw
Microsoft 365 Copilot i Copilot.
Jest réwniez odpowiedni dla architektow i liderow transformacji cyfrowej, ktdrzy musza zrozumiec, jak
Copilot integruje sie z danymi, tozsamoscia i ramami bezpieczenhstwa. Uczestnicy powinni posiadac
podstawowa wiedze na temat administracji Microsoft 365 oraz koncepcji bezpieczenstwa
przedsiebiorstwa.
Celem tego szkolenia jest wyposazenie organizacji w wiedze i praktyczne umiejetnosci niezbedne do
bezpiecznego i skutecznego wdrazania agentéw Microsoft 365 Copilot i Copilot. Kurs koncentruje sie na
architekturze, administracji, zarzagdzaniu cyklem zycia agenta, odpowiedzialnym zarzgdzaniu Al oraz
ochronie danych na poziomie enterprise z wykorzystaniem Microsoft Purview. Dzieki ukohczeniu tego
szkolenia uczestnicy bedg mogli zarzadza¢ wdrozeniami Copilota, egzekwowac polityki bezpieczehstwa i
zgodnosci oraz zapewni¢ bezpieczne, odpowiedzialne wdrozenie Al w catym swoim $rodowisku

Korzysci

¢ Pewnos¢ w planowaniu i wdrazaniu Microsoft 365 Copilot w catej organizacji

e Mozliwos¢ skutecznego tworzenia, publikowania i zarzadzania agentami Copilot Studio

e Praktyczne zrozumienie odpowiedzialnej Al oraz kontroli moderacji tresci

e Zwiekszona ochrona danych dzieki Microsoft Purview (DLP, etykiety wrazliwosci, IRM, audyt,
eDiscovery)

o Swiadomos¢ ryzyk zwigzanych ze sztuczna inteligencjg oraz mozliwoé¢ ich monitorowania za pomoca
DSPM i Microsoft Edge for Business Protections

¢ Przygotowanie do bezpiecznej, skalowalnej adopcji Al w Srodowiskach korporacyjnych.

To szkolenie daje jasna, praktyczna pewnos¢ w wdrazaniu Microsoft 365 Copilot, wyjasniajac, jak dziata

jego architektura, dostep do danych, uprawnienia i licencjonowanie w rzeczywistych Srodowiskach

organizacyjnych. Zyskujesz takze mozliwos¢ samodzielnego tworzenia, testowania, publikowania i

zarzadzania agentami Copilot Studio, co pozwala na dostarczanie znaczacej automatyzacji i wsparcia bez

wsparcia zewnetrznego. Kurs wzmachnia twoja wiedze na temat Odpowiedzialnej Al, pomagajac ustali¢

poziomy moderacji, kontrolowa¢ wrazliwe tematy oraz bezpiecznie i konsekwentnie prowadzi¢

zachowania agentéw. Ponadto uczysz sie, jak chroni¢ dane organizacyjne za pomoca narzedzi Microsoft

Purview, takich jak etykiety wrazliwos$ci, DLP, audyt oraz kontrola ryzyka wewnetrznego. Na koniec

rozwijasz umiejetnosci identyfikowania i monitorowania ryzyk zwigzanych z Al dzieki ochronie DSPM i

Microsoft Edge for Business, zapewniajgc bezpieczng, zgodng i dobrze zarzagdzang adopcje Al w catej
organizacji

Program szkolenia



. Zarzadzaj i zabezpieczaj Microsoft 365
altm akademia

Copilot

: Podstawowa administracja i wdrozenie

Wprowadzenie do architektury Copilota - Zrozum mozliwosci, architekture i modele licencjonowania
Microsoft 365 Copilot oraz jego agentéw.

Konfiguracja administracyjna - Zarzadzaj licencjami i kontrolg dostepu za pomoca Microsoft 365
Admin Center .

Wdrozenie i adopcja - Opracuj strategie wdrozenia, poznaj praktyczne zastosowania oraz monitoruj
rozliczenia i uzytkowanie, aby wspiera¢ adopcje w organizaciji.

Zarzadzanie promptami - Wdrazaj zadania administracyjne nadzorujgce zarzadzanie promptami w
organizacji.

: Zarzadzanie agentami

Konfiguracja agenta - Konfiguruj dostep i uprawnienia uzytkownikéw.

Zarzadzanie cyklem zycia i Srodowiskiem - Monitoruj cykl zycia agenta za pomoca narzedzi Power
Platform; Zarzadzaj srodowiskami, w tym importem i eksportem agentdéw.

Publikowanie i dystrybucja - Dystrybucja agentéw na Microsoft Teams, strony internetowe i aplikacje
mobilne.

: Zarzadzanie Al i moderacja tresci

Zasady odpowiedzialnej Al: Dostosuj administracje do zasad Al Microsoftu: przejrzystosci,
odpowiedzialnosci, uczciwosci i bezpieczenstwa.

Mechanizmy moderacj - iKonfiguruj poziomy moderacji tresci (Wysoki, Sredni, Niski), aby blokowa¢
lub modyfikowac¢ odpowiedzi agentéw zgodnie z zasadami bezpieczenstwa.

Kontrola instrukcji - Uzywaj instrukcji agenta, aby ograniczy¢ zakres tematdéw, zarzgdzac obszarami
"no-go" oraz dostosowac zachowania awaryjne .

Bezpieczehstwo w czasie rzeczywistym - Weryfikacja wymagan uwierzytelniania i monitorowanie
ochrony w czasie dziatania dla wdrozonych agentéw.

: Zabezpieczanie danych za pomoca Microsoft Purview

Ochrona informacji - Stosuj etykiety wrazliwosci oraz polityki zapobiegania utracie danych (DLP), aby
zapewni¢ Al szanowanie ochrony danych.

Zarzadzanie Posturg Bezpieczenstwa Danych (DSPM) - Odkrywaj

ryzyka zwigzane z Al i zidentyfikuj narzedzia Al stosowane w catej organizacji.

Zgodnos¢ i audyt - Uzyj audytu dla widocznosci promptéw i odpowiedzi; stosuj eDiscovery do kontrol
zgodnosci.

Ograniczanie ryzyka - Wdroz zarzgdzanie ryzykiem insider oraz adaptacyjng ochrone, aby zapobiec
nadmiernemu udostepnianiu wrazliwych danych.

Oczekiwane przygotowanie uczestnika

¢ Podstawowa wiedza o ustugach Microsoft 365

o Uczestnicy powinni zna¢, jak dziatajg podstawowe ustugi, takie jak SharePoint, OneDrive, Teams i
Exchange, w ramach organizacji.
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Znajomos¢ koncepcji administracji Microsoft 365

o Zalecana jest ogdlna znajomos¢ rél administratora, uprawnien oraz konfiguracji na poziomie
dzierzawcy.

Podstawowa wiedza na temat zasad bezpieczenstwa i zgodnosci
o Pomocne w zrozumieniu, jak etykiety wrazliwosci, DLP, audyt i polityki tadu korporacyjnego
wspotgraja z Copilot i Purview.

Doswiadczenie z narzedziami korporacyjnymi opartymi na chmurze

o Uczestnicy powinni czu¢ sie swobodnie, korzystajac z portali administratoréw internetowych i
interfejséw zarzadzania chmura.

Podstawowa znajomos¢ funkcji Microsoft 365 Copilot

o Uczestnicy powinni rozumie¢, czym jest Copilot, jak dziatajg prompty i gdzie Copilot pojawia sie w
aplikacjach Microsoft 365 — aby szkolenie mogto budowa¢ na tym fundamencie, zamiast
wprowadzac¢ Copilota od podstaw.

Szkolenie obejmuje

* materiaty w formie elektronicznej dostepne na platformie: https://www.altkomakademia.pl/
* dostep do portalu stuchacza Altkom Akademii

Metoda szkolenia:

o Wyktad (20%)

e Warsztaty (20%)

e Cwiczenia (60%)

E Czas trwania

1 dni/ 7 godzin

Jezyk

e Szkolenie: polski

e Materiaty: angielski


https://www.altkomakademia.pl/

